|  |  |  |
| --- | --- | --- |
| 1. **Vulnerability Name** | **Default login credentials** | **Risk Rating**: High |
| **Description** | The application is misconfigured with the default login credentials that allow any anonymous users (such as attackers) to guess and access the application internal pages that contain sensitive information. | |
| **Affected Path(s)** | https://www.attendance.ap.gov.in/Login.aspx | |
| **Impact** | An unauthorised user can make changes to the application data that includes tampering, deleting, etc., of legitimate users’ data. | |
| **Evidence/Proof of Concept**  Step 1: Access the URL and enter the username**12345** and password **admin** field as shown below:  site.JPG  Step 2: It is observed that, user is logged into the application as shown below.  Annotation 2019-08-05 153831.png | | |
| **Recommendation** | 1. Remove/suspend those accounts that are configured with the default credentials if not in use else change them. | |
| **Management Comments** |  | |